
Knobl Privacy Policy

Protecting your private information is our priority. This Privacy Policy (“Privacy Policy”)
applies to Cloud Atlas Corp, owner of the Knobl Platform. (“Knobl”, “we”, “us”, “our”,
and “Company”), and our website(s) and applications, our marketing materials, the
services we provide, and any products and other materials we may provide
(collectively, the “Services”). This Privacy Policy governs our data collection and usage
practices regarding personally identifiable data that we may collect from or about
you in connection with the Services. By accessing or using the Services, you consent
to the data practices described in this Privacy Policy.

What Information Do We Collect and How Do We Collect It?

Device Information

When you visit parts of the Services, we automatically collect certain information
about your device, including information about your web browser, IP address, time
zone, and some of the cookies that are installed on your device. Additionally, as you
browse parts of the Services, we collect information about the individual web pages
that you view, what website or search terms referred you to the Services, and
information about how you interact with the Services. We may use cookies for
purposes including without limitation: session management, user-retargeting for ad
purposes on advertising platforms, and other uses as dictated by this Policy and our
Terms of Service. We refer to this automatically-collected information as “Device
Information”.

We collect Device Information using the following technologies:

 “Cookies” are data files that are placed on your device or computer and often
include an anonymous unique identifier. For more information about cookies,
and how to disable cookies, visit http://www.allaboutcookies.org.

 “Log files” track actions occurring on parts of the Services, and collect data
including your IP address, browser type, Internet service provider,
referring/exit pages, and date/time stamps.

 “Web beacons”, “tags”, and “pixels” are electronic files used to record
information about how you browse the Services.



Personal Information

In order to provide you with the Services and complete any donations you make, as
applicable, the Services may collect personally identifiable information, such as your:

 first and last name;
 mailing address;
 e-mail address;
 phone number;
 IP address;
 billing and credit card information, such as credit card numbers, checking

account number, bank wire, other financial processing information
(collectively, “Transaction Information”); and

 any or all of the information disclosed by you in your submissions or posts to
the Services.

The Services are not directed to individuals under the age of eighteen (18), and
Knobl will never knowingly collect personally identifiable information from
individuals under the age of eighteen (18).

Demographic Information

The Services may also collect anonymous demographic information, which is not
unique to you, such as your age and gender.

As used herein “Personal Information” means both Device Information and
Transaction Information, but not demographic information, which remains
anonymous.

You may be required to provide certain personal information to us when you elect to
use certain parts of the Services. These may include: (a) registering for an account
with us for the Services; (b) participating in or attending live or virtual engagements
or events; (c) signing up for special offers; (d) sending us an email message; and (e)
submitting requested information when carrying out any transactions using the
Services. We also may gather additional personal or non-personal information in the
future.



You are responsible for any third-party Personal Information obtained, published, or
shared through the Services and confirm that you have the third party’s consent to
provide the Personal Information to Knobl.

Payment and Financial Information

Knobl IS A DIGITAL PLATFORM. WE ARE NOT A BROKER, FINANCIAL INSTITUTION,
OR CREDITOR. THE SERVICES ARE AN ADMINISTRATIVE PLATFORM ONLY. Knobl
FACILITATES TRANSACTIONS BETWEEN DONORS AND RECEIPIENTS.

How Do We Use Your Information?

Knobl collects and uses your Personal Information to:

 operate its application and website and deliver the Services;
 collect and fulfill donations, as applicable;
 improve the Services;
 inform you of other products or services available from Knobl and its affiliates

and strategic allies;
 communicate with you regarding Services you have requested from us;
 screen incoming information for potential risk or fraud;
 tailor content, advertising, and email marketing to you;
 comply with legal obligations, respond to enforcement requests, and protect

our rights and interests in the event of claims or disputes;
 collect aggregate statistics about use of the Services;
 understand and analyze how you use the Services and what products and

services are most relevant to you; and
 evaluate or conduct a merger, divestiture, restructuring, reorganization,

dissolution, or other sale or transfer of some or all of Knobl’s assets, whether
as a going concern or as part of bankruptcy, liquidation, or similar proceeding.
Under these circumstances, your Personal Information will be transferred to
and used by the acquiring entity, though we will take reasonable steps to
ensure that your preferences are followed.

We will not collect, use, or share additional categories of Personal Information for



materially different, unrelated, or incompatible purposes other than as described
above without providing you notice.

How and Why Does the Service Share Information with Third Parties?

In addition to the uses described above, Knobl may from time to time contact you on
behalf of external business partners about a particular offering that may be of
interest to you. In those cases, your Personal Information is not transferred to the
third party. Knobl may share data with trusted partners to help perform statistical
analysis, send you email or postal mail, and provide customer support. All such third
parties are prohibited from using your Personal Information except to provide these
services to you and Knobl, and they are required to maintain the confidentiality of
your information.

We may disclose your personal information, without notice, if required to do so by
law or in the good faith belief that such action is necessary to: (a) conform to the
edicts of the law or comply with legal process served on Knobl; (b) protect and
defend the rights or property of Knobl; and (c) act under exigent circumstances to
protect the personal safety of users of the Services or the public.

We may share your Personal Information with various third parties in order to deliver
tailored advertising and fulfill our Services.

How Does Knobl Process Your Personal Information?

 Legal basis for processing your information: We are committed to minimizing
the information we collect and limiting its use and purposes to only: (i) where
we have your permission; (ii) as necessary to deliver the Services; or (iii) as
might be required or permitted for legal compliance or other lawful purpose.
You may withdraw your consent to receiving our communications by clicking
the unsubscribe link on any email you no longer wish to receive or by emailing
us at admin@knobl.one.

 Storage and transfer of your information: Your Personal Information is
processed at the Service’s operating offices in the United States and any other
places where the parties involved in the processing may be located. If you
utilize the Services, or contact us by telephone or online from a country other



than the United States, your Personal Information may be transferred to a
country outside your own. Also, when you contact us or use the Services, we
may provide you with support services that may require transfer of your
Personal Information to locations that may be outside of your country of
origin. In any case, your information remains governed by this Privacy Policy
to the extent permissible in each applicable jurisdiction.

 Retention of your Personal Information: Your Personal Information will be
processed and stored for as long as required to complete the purpose for
which it has been collected, such as providing you Services. Personal
Information collected for Knobl’s legitimate business interests will be retained
as long as needed to fulfill such purposes. Knobl will comply with all relevant
and data privacy laws and regulations as pertinent to retention of your
Personal Information. To the degree required by law, you may request copies
or deletion of your Personal Information. Once all applicable statutory
retention periods expire, your Personal Information will be deleted from our
database. Following the deletion of your Personal Information, your right to
access, delete, and correct the Personal Information, as well as your right to
data portability cannot be enforced, except as required by applicable laws.

What Are Your Rights Under the GDPR?

Under the General Data Protection Regulation (“GDPR”), Knobl is a data controller
and data processor for the information we collect from you. If you are a European
Union resident, you have the right to access personal information we hold about you
and to ask that your personal information be corrected, updated, or deleted. If you
would like to exercise this right, please contact us using the contact information
below.

Additionally, if you are a European Union resident, note that we are processing your
information in order to fulfill contracts we might have with you (for example if you
make an order through the Services), or otherwise to pursue our legitimate business
interests. Additionally, please note that your information will be transferred outside
of Europe, including to the United States.

Note that you have specific rights under the GDPR, as follows:

 You may withdraw your previously provided consent to the processing of your
Personal Information at any time.



 You may object to the processing of your Personal Information if it is being
carried out for a purpose for which you have previously provided consent.

 You may access your specific Personal Information in the possession of the
Services, obtain disclosure regarding certain aspects of the processing, and
obtain a copy of your Personal Information subject to processing.

 You may seek to have your Personal Information updated or corrected.
 Under certain circumstances, you may restrict the processing of your Personal

Information, in which case we will refrain from any processing activity other
than storage.

 You may seek to have your Personal Information deleted. We will honor your
request to the extent that retention of your Personal Information is no longer
necessary for the Services to fulfill its legitimate business purposes or legal or
contractual record-keeping requirements.

 You may receive a copy of your Personal Information in a structured,
commonly-used machine readable format that may be transferred to another
controller without hindrance.

What is your right to access specific information under the GDPR?

You have the right to request that the Services discloses certain information to you
about our collection and use of your personal information over the past 12 months.
Once we receive and confirm a verifiable request from you, we will disclose to you:

 the categories of personal information we collected about you;
 the categories of sources for the personal information we collected about

you;
 our business or commercial purpose for selling that personal information;
 the categories of third parties with whom we share that personal information;
 the specific pieces of personal information we collected about you;
 if we sold or disclosed your personal information for a business purpose, two

separate lists disclosing:
 sales, identifying the personal information categories that each category of

recipient purchased; and
 disclosures for a business purpose, identifying the personal information

categories that each category of recipient obtained.



How Can You Exercise Your Rights?

You may request to exercise your rights to access, correction, deletion, and data
portability of your Personal Information by contacting us at the contact information
provided below. We will endeavor to respond to your request as promptly as
possible but in any event in no more than 30 days from the receipt of your verifiable
request.

Cloud Atlas Corp. 672 West Palm Dr. Pompano Beach, FL 33069 Email Address:
admin@knobl.one Telephone number: [TELEPHONE]

Only you may request to exercise your rights or those of your minor child, and your
request must be verifiable. Your verifiable consumer request must:

 provide sufficient information that allows us to reasonably verify you are the
person about whom we collected personal information or an authorized
representative; and

 describe your request will sufficient detail that allows us to properly
understand, evaluate, and respond to it.

We cannot respond to your request if we cannot verify your identity or authority to
make the request and confirm the Personal Information relates to you. We will only
use Personal Information provided in a verifiable consumer request to verify the
requestor’s identity or authority to make the request and for no other reason.
Though you need not create an account to make a verifiable consumer request, we
consider requests made through your password protected account sufficiently
verified when the request relates to Personal Information associated with that
specific account. If you have an account with us, we will deliver our written response
to your account. If you do not have an account with us, we will deliver our written
response by mail or electronically, at your option.

For requests to transfer your Personal Information to another entity, we will provide
your Personal Information in a format of our choosing that is readily useable and
should allow you to transmit the information without hindrance, for example
in .PDF, .TXT, or .DOC format. Any disclosures we provide will only cover the 12
month period preceding our receipt of your verifiable consumer request. If applicable,
our response will provide the reasons we cannot comply with your request.

We will not charge you a fee to process or respond to your verifiable consumer
request unless it is excessive, repetitive, or manifestly unfounded. If we determine



that the request warrants a fee, we will tell you why and provide a cost estimate
before completing your request.

We will not discriminate against you for exercising your rights.

We will not discriminate against you for exercising any of your privacy rights. Unless
permitted under applicable laws, solely due to the exercise of your rights hereunder,
we will not:

 deny you goods or services;
 charge you different prices or rates for goods or services, including through

granting discounts or other benefits, or imposing penalties;
 provide you a different level or quality of goods or services; or
 suggest that you may receive a different price or rate for goods or services or

a different level or quality of goods or services.

Tracking User Behavior

As mentioned above, the Services may keep track of the websites and pages our
users visit within the Services. This data is used to deliver customized content and
advertising within the Services to customers whose behavior indicates that they are
interested in a particular subject area.

For more information about how targeted advertising works, you can visit the
Network Advertising Initiative’s (“NAI”) educational page at
http://www.networkadvertising.org/understanding-online-advertising/how-does-it-
work.

You can opt out of targeted advertising by using the links below:

 Facebook: https://www.facebook.com/settings/?tab=ads
 Google: https://www.google.com/settings/ads/anonymous
 Bing: https://advertise.bingads.microsoft.com/en-

us/resources/policies/personalized-ads



Additionally, you can opt out of some of these services by visiting the Digital
Advertising Alliance’s opt-out portal at: http://optout.aboutads.info/ .

Do Not Track

There is no consensus among industry participants as to what “Do Not Track” means
in this context. Like many websites and online services, we currently do not alter our
practices when we receive a “Do Not Track” signal from a visitor’s browser.

Security of Your Personal Information

We secure your personal information from unauthorized access, use, or disclosure.
When Personal Information (such as your address or payment information) is
transmitted to other websites, it is protected through the use of encryption, for
example, but not by way of limitation or guarantee, the Secure Sockets Layer (SSL)
protocol.

We strive to take appropriate security measures to protect against unauthorized
access to or alteration of your personal information. Unfortunately, no data
transmission over the Internet or any wireless network can be guaranteed to be
100% secure. As a result, while we strive to protect your personal information, you
acknowledge that: (a) there are security and privacy limitations inherent to the
Internet which are beyond our control; and (b) security, integrity, and privacy of any
and all information and data exchanged between you and us through the Services
cannot be guaranteed.

E-mail Communications

From time to time, we may contact you via email for the purpose of providing
announcements, promotional offers, alerts, confirmations, surveys, and/or other
general communication. In order to improve our Services, we may receive a
notification when you open an email from the Services or click on a link therein.

If you would like to stop receiving marketing or promotional communications via
email from the Services, you may opt-out of such communications by clicking on the
UNSUBSCRIBE button.



Contact Information

Knobl welcomes your questions or comments regarding this Privacy Policy. If you
believe that we have not adhered to this Privacy Policy, please contact us at:

Cloud Atlas Corp. 672 West Palm Dr. Pompano Beach, FL 33069 Email Address:
admin@knobl.one Telephone number: [TELEPHONE]

Indemnification

To the fullest extent permitted by applicable law, you agree to indemnify, defend,
and hold harmless Knobl, its employees, officers, directors, contractors, consultants,
agents, representatives, affiliates, successors, and assigns from and against all actual
or alleged third-party claims, damages, awards, judgements, losses, liabilities,
obligations, penalties, interest, fees, costs and expenses including without limitation
reasonable attorney’s fees, accruing to Knobl as a result of your misuse of the Knobl
platform, including without limitation the Services provided under the terms herein.
You further agree to indemnify, defend, and hold harmless Knobl from and against
all actual and alleged damages to property or personal injury, that are caused by,
arise out of or are related to: (a) your use or misuse of the Service or any other user’s
Personal Information; (b) your violation of these Terms; and (c) your violation of the
rights of a third party; including without limitation those of another user. You agree
to promptly notify Knobl of any third party Claims and cooperate with Knobl and its
employees, officers, directors, contractors, consultants, agents, representatives,
affiliates, successors, and assigns in defending such Claims. You further agree that
Knobl shall have control of the defense or settlement of any third party Claims, in
their sole discretion. THIS INDEMNITY IS IN ADDITION TO, AND NOT IN LIEU OF,
ANY OTHER INDEMNITIES SET FORTH IN A WRITTEN AGREEMENT BETWEEN YOU
AND Knobl.

Severability

If any provision of this Agreement is held by a court of competent jurisdiction to be
invalid, unenforceable, or void, the remainder of this Agreement will remain in full
force and effect. Sections hereof that by their nature should survive termination



hereof will so survive.


